
Last Updated: January 5, 2026 
Effective: January 19, 2026 
 
Introduction 
Welcome to InPubEvents . This Privacy Policy applies to the InPubEvents mobile software application ("InPubEvents APP"), software 
applications deployed on the desktop ("InPubEvents Desktop version"), and the official InPubEvents website ("InPubEvents Web"), 
(collectively, the “Services”), and any other website or platform that links to this Privacy Policy. This Privacy Policy also explains how we 
collect, use, share, and otherwise process the personal information of users and other individuals in connection with our Services. 
The Services are provided and controlled by InPubEvents with its registered address at 29 Perrycroft, Windsor, Berkshire, SL4 4HA (“we” 
“us” or “our”) unless otherwise indicated in the Supplemental Terms - Jurisdiction Specific section to your region. 
 

1. What Information We Collect 
We collect the following information about you: 
Information You Provide 
Account Information. You give us information when you register on the Services, such as your Name, Username, date of birth, your 
email address and the corresponding password you set for your InPubEvents account,  your accounts on other social network services 
(where applicable), and other information you choose to disclose in your user profile, such as gender. 
User Content. We may collect the content you create, upload, generate, or access through the Services, including the photographs, 
images,  you upload,  comments you make, and other actions you take on the Services, such as liking content, including associated 
metadata (such as when, where, and by whom the content was created) (“User Content”). When you create User Content, we may 
upload or import it to the Services before you save or post the User Content (also known as pre-uploading). For example, in order to 
provide other personalized recommendations we may pre-upload User Content to improve your experience. You are not required to 
create an account when using our Services, but some of the functionality will be limited if you do not create an account. Additionally, 
we collect Information, including text, images,  with your permission. For example, if you choose to initiate information sharing with a 
third-party platform. We may also collect information about you where you choose to use the Services without creating an account, as 
otherwise described in this Privacy Policy. 
Your Email Contacts. Where available, if you are a registered user on our website and you choose to sign-up or log-in to the Services 
using Google and expressly agree to synchronize your Google contacts, we will collect the Gmail addresses of your contacts. 
Information When You Contact Us. When you contact us, we collect the information you send us, such as proof of identity or age, 



feedback or inquiries about your use of the Services or information about possible violations of our Terms of Service, or other policies. 
Purchase Information. If you use features that involve payment, including rewards programs, as described in our Terms of Service, we 
and/or our service providers or business partners, such as payment providers, may collect information about the purchase or payment 
transaction, such as payment card information, billing, delivery, and contact information, and what you purchased, where required for 
the purpose of payment. 
Other Information. We may also collect your feedback about the Services if you choose to provide it, such as information you share 
through surveys or your participation in challenges, research, promotions, marketing campaigns, events, or contests such as your 
gender, age, likeness, and preferences. 
Automatically Collected Information 
Technical Information. We automatically collect certain information from you when you use the Services. Such information includes 
your IP address, unique device identifiers, advertising identifiers, network type and connections, mobile or device model, device 
manufacturer, country calling codes, application version number, app and file names and types, operating system, device resolution, 
system language and region, and battery information. Where you log-in from multiple devices, we will be able to use your profile 
information to identify your activity across devices. 
Location Information. We collect information about your approximate location, including information based on your SIM card region 
and IP address. We may use such information, for example, to provide you with personalized content. 
Usage Information. We collect information about how you engage with the Services, including information about the content you view, 
the duration and frequency of your use, and your engagement with other users. This information may include issues encountered using 
our Services, content preferences,  users you follow. Where applicable, we process information about your followers, the likes you 
receive, and responses to content you upload. 
Image Information. We may collect information about, images that are a part of your User Content, such as identifying the objects and 
scenery that appear, the existence and location within an image of face and body features and attributes,  and the text of the words 
spoken in your User Content. We may collect this information, for example, to recommend and moderate content, to serve you 
personalized ads where permitted, and to enable image effects. Once an effect that uses face or body information has been applied to 
your content, that information is deleted and not retained. We do not use any face or body information to identify you or other people in 
your content, and we do not share such information with third parties. 
Cookies. Depending on the jurisdiction from which you access the Services, we and our service providers and business partners use 
cookies to collect data and recognize you and your device(s) on the Services and elsewhere across your different devices. We use 
cookies and similar tracking technologies to operate and provide the Services. For example, we use cookies to remember your language 
preferences, to measure website traffic and functionality, and for security purposes. We may also use these technologies for marketing 
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purposes. We will obtain your consent to our use of cookies where required by law. You have the option to change your browser’s 
cookie settings, usually through your browser's "options" or "preferences" menu. However, please note that if you choose to refuse, 
disable, or delete cookies, some of the functionality of the Services may no longer be available to you. 
Information From Other Sources 
We may receive the information described in this Privacy Policy from other sources, such as: 
Third-Party Services. Where available, and if you choose to sign-up or log-in to the Services using a third-party service such as Apple, 
Facebook, Google, or TikTok, such services provide us with information such as your profile information, including your username, 
email, and profile picture. Depending on the service provided, these third party services may also share your contact list, and 
information about your use of that service. 
Our Corporate Group. We may obtain information about you from certain affiliated entities within our corporate group, including about 
your activities on their platform. 
Others. We may receive information about you from others, for example, where you are included or mentioned in User Content, in a 
complaint, appeal, request or feedback submitted by a user or third party, or if your contact information is provided to us by a user. 
2. How We Use Your Information 
We will use your information in order to: 

• administer and provide you with the Services, including to enable you to create, edit, modify and share User Content and interact 
with other users, and to allow you to participate in interactive features of the Services, when you choose to do so; 

• to provide services to you through related products that are connected in functionality. Some products may not be available in 
your region. In order to ensure a consistent service experience and to guarantee interconnection between products, these 
related products use a unified account service to collectively collect and process your account information across these 
products.  

• promote your content to other users; 
• communicate with you, including to notify you about changes to the Services; 
• provide you with tailored or personalized information or content that may be of interest to you, such as marketing 

communications in accordance with your preferences; 
• enforce our Terms of Service, and other conditions and policies; 
• respond to, handle and process queries, requests, applications, complaints, and feedback from you; 
• improve and develop the Services by ensuring tools on the Services are presented in the most effective manner for you and your 

device, and by training and improving our technology, such as our machine learning models and algorithms; 
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• administer the Services and for internal operations, including troubleshooting, data analysis, testing, research, statistical and 
survey purposes; 

• detect abuse, fraud, and illegal activity on the Services and ensure your safety and security, including scanning, analyzing, and 
reviewing User Content, and associated metadata for violations of our Terms of Service, and other conditions and policies, if 
permitted by applicable law; 

• provide advertising services, including to serve advertising (including personalized advertising, where permitted) and to measure 
and understand the effectiveness of advertising; and 

• comply with our legal obligations, or as necessary to perform tasks in the public interest, or to protect the vital interests of our 
users and other people. 

We may also use your information for any other purposes disclosed to you at the time we collect your information, with your consent, or 
as otherwise permitted by applicable law. 
3. How We Share Your Information 
This section sets out how we may share your information, including Information You Provide, Automatically Collected Information, and 
Information From Other Sources, with third parties. 
Service Providers and Business Partners 
We may share the categories of personal information listed above, with our service providers and business partners in order to provide 
you with the Services for the purposes as set out in this Policy. They provide services such as cloud hosting, content delivery, customer 
and technical support, content moderation, marketing, analytics, and online payment. For example, we may share your personal 
information with: 
Suppliers, subcontractors, and other business partners who help us run the Services and otherwise help provide its functionality (such 
as to send notifications to you). Without limitation on the foregoing. We may also share your information with any member of our 
corporate group to improve the Services, allow you to access other services provided by members of our corporate group, or for internal 
business purposes. 
Third-Party Services 
If you choose to sign up or log in to use the Services with your other social network account details or other third-party service account 
details, or choose to link your Services account with other social network accounts, these third-party services may be able to collect 
information about you, including information about your activity on the Services, and they may notify your connections on the third-
party services about your use of the Services, in accordance with their privacy policies. 
If you choose to allow a third-party service to access your account, we will share certain information about you with the third-party 
service, such as your app ID, access token, and the referring URL. Depending on the permissions you grant, the third-party service may 
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be able to obtain your account information and other information you choose to provide. Where you opt to share User Content you 
created or uploaded on the Services to other social media Services, your User Content, username, and accompanying text (if any) will 
be shared on such Services. 
Advertising and Measurement Partners To show you ads we may share information (information collected through your use of our 
Services (such as mobile identifiers and your device’s IP address, and related information about your inferred location and use of the 
Services)) with advertising partners. These partners help us deliver relevant advertising across our Services. 
Depending on the jurisdiction from which you access our Services, we may show you ads based on your activity across other websites, 
apps and services. This information may be collected through cookies or similar tracking technologies to show you more relevant ads. 
You can use the advertising controls provided to you in your settings to opt out. 
We may share information collected through the use of our Services and information about how those ads performed (such as views, 
engagement, and clicks) with measurement and advertising partners to help measure the effectiveness of advertising campaigns. We 
may also share aggregate reports about the performance of ad campaigns with advertisers. 
Legal Obligations and Rights 
We may share the types of information we collect with law enforcement agencies, public authorities, or other entities if legally required 
to do so, or if we have a good faith belief that such use is reasonably necessary to: 

• comply with any applicable laws, regulations, codes of practice, governmental guidelines, or other legal and regulatory 
obligations, as consistent with internationally recognised standards; 

• enforce our Terms of Service and other agreements, policies, and standards, including investigation of any potential violation 
thereof; 

• exercise or defend any legal claims, including to respond to subpoenas, court orders, legal process, law enforcement requests, 
legal claims, or government inquiries; 

• detect, prevent or otherwise address security, fraud or technical issues; or 
• protect the rights, property or safety of us, our users, a third party or the public as required or permitted by law (including 

exchanging information with other companies and organizations for the purposes of fraud protection). 
Sale or Merger 
We may also disclose your information to third parties: 
in the event that we sell any business or assets, in which case we may disclose your information to the prospective buyer of such 
business or assets; or 
if we sell, buy, merge with, are acquired by, or partner with other companies or businesses, or sell some or all of our assets. In such 
transactions, your user information may be among the transferred assets. 
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With Your Consent 
We may share information with third parties with your consent or at your direction. 
International Data Transfers 
The personal information we collect from you may be stored on a server located outside of the country where you live. We store the 
information we collect in secure servers located in the United States. Where we transfer any personal information out of the country 
where you live, including for one or more of the purposes as set out in this Policy, we will do so in accordance with the requirements of 
applicable data protection laws. Entities with whom we may share your data as described herein may be located outside of your 
country of residence. 
4. Your Rights and Choices 
On some versions of the Services, you can access, view, and edit most of your profile information by signing into your account, and you 
may also be able to control how you use the Services by visiting your in-app settings, including to decide whether you see certain types 
of advertising on the Services or to manage third-party services that are linked to your account. When the in-app setting is not available 
in your country, you may decide whether you see certain types of advertising on the Services by contacting us using the methods listed 
in the “Contact Us” section below, or using any other contact information applicable to your country. If you choose to login, sign up, or 
link to a third-party service, such as Apple, Facebook, Google, TikTok, or Youtube, you may be able to manage the type of data shared 
with CapCut through that service’s settings. 
You may also be able to manage third-party advertising preferences for some of the third parties we work with to serve advertising 
across the Internet by using the choices available at https://www.networkadvertising.org/managing/opt_out.asp and 
https://www.aboutads.info/choices. Further, your device may have controls that determine what information we collect. For example, 
you can control whether we can collect your mobile advertising identifier for advertising through settings on your Apple and Android 
devices. You can also opt out of marketing or advertising emails by using the “unsubscribe” link or mechanism noted in marketing or 
advertising emails. 
As discussed further in  Supplemental Terms  you may also be afforded rights in your country under applicable laws, such as the ability 
to access your data, delete your data, be informed of the use of your data, revoke your consent, and file a complaint before the relevant 
authority. If you have any questions on how to use your in-app settings or want to know about any rights with regard to your personal 
information you may have in the country where you live, please contact us using the methods listed in the “Contact Us” section below 
and we will respond as required under applicable laws. 
5. Data Security 
We take steps to ensure that your information is treated securely and in accordance with this policy. Unfortunately, the transmission of 
information via the internet is not completely secure. We cannot guarantee the security of your information transmitted via the 
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Services. 
We maintain appropriate technical, administrative, and physical security measures that are designed to protect your information from 
unauthorized access, theft, disclosure, modification, or loss. We maintain these technical and organizational measures and will amend 
them from time to time to improve the overall security of our systems. 
We will, from time to time, include links to and from the websites of third parties. If you follow a link to any of these websites, please 
note that these websites have their own privacy policies and that we do not accept any responsibility or liability for these policies. 
Please check these policies before you submit any information to these websites. 
6. Data Retention 
We take steps to ensure that your information is retained for as long as it is necessary to provide you with the Services and for the other 
purposes set out in this Privacy Policy. If you choose to use the  InPubEvents Cloud  Service, we will delete the content or information 
you have actively uploaded and stored in the InPubEvents Cloud  Service at your request and as otherwise permitted by law or 
regulation. We retain information when necessary to comply with contractual and legal obligations, when we have a legitimate business 
interest to do so (such as improving and developing the Services, and enhancing its safety, security and stability), to protect the rights of 
others, and for the exercise or defense of legal claims. 
7. Information Relating to Minors 
InPubEvents is not directed at minors under the age of 13. The minimum age to use the Services may differ depending on the country or 
region you are in. If you believe that we have collected personal information from a minor under the minimum age, please contact us 
using the contact information found in the “Contact Us” section below. 
8. Privacy Policy Updates 
We may amend or update this Privacy Policy from time to time. When we update the Privacy Policy, we will notify you of any material 
changes to this policy by updating the “Last Updated” date at the top of the new Privacy Policy, posting the new Privacy Policy, or 
providing other notice required by applicable law. We recommend that you review this policy regularly to stay informed of our privacy 
practices. 
9. Contact Us 
Questions, comments and requests regarding this Policy are welcomed and should be addressed to: 
Sam Barnes, InPubEvents 29 Perrycroft, Windsor, Berkshire, SL4 4HA 

 
Non-UK inquiries may also be submitted to:  Sam@InPubEvents.co.uk. 
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SUPPLEMENTAL TERMS – JURISDICTION SPECIFIC 
In the event of a conflict between the provisions of the Supplemental Terms – Jurisdiction Specific that are relevant to your jurisdiction 
from which you access or use the Services, and the rest of the Policy, the relevant jurisdiction’s Supplemental Terms – Jurisdiction 
Specific will supersede and control. 
European Economic Area (“EEA”), Switzerland, and UK 
If you are using the Services in the EEA, Switzerland or the UK (the “European Region”), the following additional terms apply: 
Legal bases for processing. We use your personal data only as permitted by law. Our legal bases for processing your personal data 
described in this Policy are described in the table below. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
Personal Information categories and processing purpose Legal Basis 
We use the Information You Provide, 
Automatically Collected Information, and 
Information From Other Sources, for example: 
when registering an account; 
when logging in, signing up, or linking to our Services via third party 
accounts; 
User Content and other information collected when you use our Services; 
your location; 
when contacting us; 
from other sources; and 
from your device or app 
to enable us to administer and provide you with the Services including 
enabling you to create, edit, modify and share User Content and interact 
with other users, and to allow you to participate in interactive features of 
the Services, when you choose to do so; We also use this information to 
promote content or to provide you with tailored or personalized 
information or content that may be of interest to you. 

Processing is necessary to perform the contract governing our provision 
of the Services or to take steps that you request prior to signing up for an 
account to use the Services. 
If you are under the age of majority (under 18 in most relevant countries), 
with a limited ability to enter into an enforceable contract only, where we 
may be unable to process your information on the grounds of contractual 
necessity, we rely on legitimate interests. Namely, to provide, support, 
and maintain products and features that enable users who can’t enter 
into an enforceable contract with us to communicate, discover, and 
engage with content and express themselves. We also rely on the 
legitimate interest of our users in being able to access the platform in an 
easy and intuitive manner. 

We use the Information You Provide, 
Automatically Collected Information, and 
Information From Other Sources, for example: 
when registering an account; 
when logging in, signing up, or linking to our Services via third party 
accounts; 
User Content and other information collected when you use our 
Services,including Image and Audio Information and Auto-Caption Text; 
your location; 
when contacting us; 

The processing is necessary for our legitimate interests, namely, to 
improve and develop the Services. 



from other sources; and 
from your device or app 
to understand how you use the Services, and to improve and develop the 
Services, including to train and improve our technology, such as our 
machine learning models and algorithms. 
We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, and share such information with 
advertising partners, for example: 
information collected when you use our Services; 
your location; and 
from your device or app 
to provide you with personalized advertising based on your combined 
activity on and off the Services, including across unaffiliated apps and 
websites. 

We or our advertising partners ask for your consent to serve you with 
personalized advertising. 
You can withdraw your consent for personalized advertising by 
navigating to your in-app settings through the settings icon, selecting “ad 
network preferences” and clicking “Do Not Consent.” Your withdrawal of 
consent will not affect the lawfulness of processing your information 
based on your consent prior to your withdrawal of consent. 

We use the Information You Provide and Automatically Collected 
Information, and share such information with advertising partners to 
provide you with non-personalized advertising. We or our advertising 
partners may show users non-personalized advertising, including those 
who have chosen not to receive personalized ads. 

We or our advertising partners serve you non-personalized advertising. 
This processing is necessary for our legitimate interests, namely to show 
non-personalised ads to keep the Services free of charge. 

We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, and share such information with our 
measurement and advertising partners, to measure and understand the 
effectiveness of advertising served on the Services, and help our 
advertisers determine how effective their ads have been. 

This processing is necessary for our legitimate interests, namely to grow 
our business and to enable us, advertisers, and our measurement and 
advertising partners to understand how ads performed and the audience 
that viewed or interacted with their ads. This is so that they can make 
informed decisions (such as what kinds of ad campaigns they may want 
to run, the type of audience they want to reach and the types of ads that 
users enjoy the most). This helps keep the advertising we show users 
relevant and entertaining, and keeps the Services free for all users. 

The categories of information that we use will depend on the specific 
circumstances of each request or obligation. Depending on the 
circumstances, we use the Information You Provide, Automatically 

This processing is necessary in order to comply with our legal obligations 
under European Union or Member State law. This includes situations 
where we have obligations to take measures to ensure the safety of our 



Collected Information, and Information From Other Sources, for example: 
when registering an account; 
when logging in, signing up, or linking to our Services via third party 
accounts; 
User Content and other information collected when you use our Services; 
your location; 
when contacting us; 
from other sources; and 
from your device or app 
to comply with any legal obligation, including where necessary to assist in 
law enforcement and investigations conducted by any governmental 
and/or regulatory authority. 

users or comply with a valid legal request such as an order from law 
enforcement agencies or courts. Similarly processing may be necessary 
to respond to regulatory requests requiring the processing of information 
under Chapters IV and VI of the GDPR. In other circumstances, the 
processing is necessary for our legitimate interests, namely, to disclose 
and share information with regulators or other government entities. 

We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, for example: 
when registering an account; 
when contacting us; and 
from your device or app 
to communicate with you, on service related matters, respond to and 
process your queries, requests, applications, complaints, and feedback, 
and notify you about changes to the Services, including changes to our 
terms and policies. 

The processing is necessary for the performance of a contract with you. 
If you are under the age of majority (under 18 in most relevant countries), 
with a limited ability to enter into an enforceable contract only, where we 
may be unable to process your information on the grounds of contractual 
necessity, we rely on legitimate interests. Namely, to share meaningful 
updates with our users who can’t enter into an enforceable contract with 
us about service-related matters, and process their queries, claims and 
disputes. 

We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, for example: 
when registering an account; 
User Content and other information n collected when you use our Services; 
your location; and 
from your device or app. 
We may use this information to send you marketing communications in 
accordance with your preferences. 

The processing is necessary for our legitimate interests, namely to 
promote new developments and features of our Services. We will obtain 
your consent to send you messages where required by law. 



We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, for example: 
when registering an account; 
when logging in, singing up, or linking to our Services via third party 
accounts; 
User Content and other information collected when you use our Services; 
your location; 
when contacting us; 
from other sources; and 
from your device or app 
to enforce our Terms of Service, and other conditions and policies, 
including to ensure that you are old enough to use the Services. 

The processing is necessary for the performance of a contract with you. 
If you are under the age of majority (under 18 in most relevant countries), 
with a limited ability to enter into an enforceable contract only, where we 
may be unable to process your information on the grounds of contractual 
necessity, we rely on legitimate interests. Namely, to share meaningful 
updates with our users who can’t enter into an enforceable contract with 
us about service-related matters, and process their queries, claims and 
disputes. 

We use the Information You Provide, Automatically Collected Information, 
and Information From Other Sources, for example: 
when registering an account; 
when logging in, singing up, or linking to our Services via third party 
accounts; 
User Content and other information collected when you use our Services; 
your Location; 
when contacting us; 
from other sources; and 
from your device or app 
to detect abuse, fraud, illegal activity, to ensure your safety and security, 
including scanning, analysing and reviewing User Content and associated 
metadata for violations of our Terms of Service, and other conditions and 
policies, if permitted by applicable law. We may also use this information 
to conduct troubleshooting, data analysis, testing, and research. 

The processing is necessary for our legitimate interests, namely, to 
ensure that the Services are safe and secure, to ensure compliance with 
our Terms of Service, and to identify misuse of the Services; and to 
ensure the ongoing stability and security of the Services and to ensure it 
is continuously available and functioning. 

In some cases, we may aggregate or anonymize the Information You 
Provide, Automatically Collected Information, and Information from Other 
Sources, and use it in a way that is designed to be unable to identify you, 

The processing is necessary for our legitimate interests, namely to 
conduct research and protect personal information through aggregation 
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for research, statistical, or other purposes, to the extent allowed by 
applicable law. 

or anonymization, consistent with data minimization and privacy by 
design principles. 

We may use the Information You Provide, Automatically Collected 
Information, and Information From Other Sources, where it is necessary to 
protect your or someone else’s life, physical integrity, or safety. This could 
include providing law enforcement agencies or emergency services with 
information in urgent situations to protect health or life. The specific types 
of information we use will depend on the specific situation. 

The processing is necessary to protect the vital interests of you or other 
individuals. 

We may use Information You Provide, Automatically Collected Information, 
and Information From Other Sources, for any other purposes authorized by 
you. The actual information we use depends on the factual circumstances. The processing is necessary to protect 
 

 

 

 

 

 

 

 
International data transfers. If you normally reside in the European Region, the personal data that we collect about you may be further 
transferred to, and stored at, a destination outside of the European Region (for instance, to our service providers and partners). For 
example, we may store the information that we collect in secure servers located in the United States. 
When we transfer your information outside of the European Region, we ensure it benefits from an adequate level of data protection by 
relying on: 



Adequacy decisions. These are decisions from the European Commission under Article 45 GDPR (or equivalent decisions under other 
laws) where they recognise that a country offers an adequate level of data protection. We transfer your information to some countries 
with adequacy decisions; or 
Standard contractual clauses. The European Commission has approved contractual clauses under Article 46 of the GDPR that allows 
companies in the EEA to transfer data outside the EEA. These (and their approved equivalent for the UK and Switzerland) are called 
standard contractual clauses. We rely on standard contractual clauses to transfer your information to certain entities in our corporate 
group and third parties in countries without an adequacy decision. 
If you wish to enquire further about these safeguards, please contact us at Sam@InPubEvents.co.uk 
Your rights. You have the following rights: 
The right to request free of charge (i) confirmation of whether we process your personal data and (ii) access to a copy of the personal 
data retained; 
The right to request proper rectification or erasure of your personal data or restriction of the processing of your personal data; 
Where processing of your personal data is either based on your consent or necessary for the performance of a contract with you and 
processing is carried out by automated means, the right to receive the personal data concerning you in a structured, commonly used 
and machine-readable format or to have your personal data transmitted directly to another company, where technically feasible (data 
portability); 
Where the processing of your personal data is based on your consent, the right to withdraw your consent at any time (withdrawal will 
not impact the lawfulness of data processing activities that have taken place before such withdrawal); 
The right not to be subject to any automatic individual decisions, including profiling, which produces legal effects on you or similarly 
significantly affects you unless we have your consent, this is authorised by European Union or Member State law or this is necessary for 
the performance of a contract; 
The right to object to processing if we are processing your personal data on the basis of our legitimate interest unless we can 
demonstrate compelling legitimate grounds which may override your right. If you object to such processing, we ask you to state the 
grounds of your objection in order for us to examine the processing of your personal data and to balance our legitimate interest in 
processing and your objection to this processing; 
You have the right to request the restriction of the processing of your information where (a) you are challenging the accuracy of the 
information, (b) the information has been unlawfully processed, but you are opposing the deletion of that information, (c) where you 
need the information to be retained for the pursuit or defence of a legal claim, or (d) you have objected to processing and you are 
awaiting the outcome of that objection request. 
The right to object to processing your personal data for direct marketing purposes; and The right to lodge complaints before your local 
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data protection authority. 
Before we can respond to a request to exercise one or more of the rights listed above, you may be required to verify your identity or your 
account details. 
Please contact us if you would like to exercise any of your rights at  Sam@InPubEvents.co.uk. 
GDPR Representatives 
If you are based in the United Kingdom, our designated GDPR representative is: 
Sam@InPubEvents.co.uk 
If you are based in the EEA or Switzerland, our designated GDPR representative is: 
Sam@InPubEvents.co.uk 
Cookies 
We will, unless exempt, obtain your consent to the use of cookies. For more information about cookies, please visit our Cookies Policy. 
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